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57 ABSTRACT

A method, a device, and a storage medium provide for receiv-
ing packets; determining a traffic flow rate value pertaining to
the packets; comparing the traffic flow rate value to a flow rate
threshold value; selecting one or more candidate paths that
are not bandwidth-aware; calculating a current available
bandwidth for each of the one or more candidate paths; select-
ing one or more of the one or more candidate paths based on
the traffic flow rate value and the current available bandwidth;
and transmitting the packets to a destination via the one or
more of the one or more candidate paths.

20 Claims, 13 Drawing Sheets
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LABEL SWITCHING OR EQUIVALENT
NETWORK MULTIPATH TRAFFIC
CONTROL

BACKGROUND

In Multiprotocol Label Switching (MPLS)-based net-
works, such as MPLS-based Virtual Private Networks
(VPNs), traffic distribution on multiple paths is managed by
having multiple paths equally used for passing traffic to a
destination based on a hashing algorithm, a round-robin algo-
rithm, or a random path selection algorithm.

DESCRIPTION OF THE DRAWINGS

FIG. 1 is a diagram illustrating an exemplary environment
in which an exemplary embodiment of an MPLS-based net-
work with traffic flow distribution may be implemented;

FIGS. 2A-2F illustrate an exemplary process pertaining to
traffic flow distribution;

FIG. 3 is a diagram illustrating an exemplary packet for-
mat;

FIG. 4A is a diagram illustrating exemplary components of
a network device that may correspond to one or more of the
devices depicted in the exemplary environment;

FIG. 4B is a diagram illustrating exemplary functional
components of a line interface of the network device depicted
in FIG. 4A;

FIG. 5 is a flow diagram illustrating an exemplary process
pertaining to an exemplary embodiment of traffic flow distri-
bution;

FIG. 6 is a diagram illustrating exemplary available band-
width values pertaining to label switching paths; and

FIG. 7 is a diagram illustrating an exemplary environment
in which an exemplary embodiment of an MPLS-based net-
work with traffic flow distribution may be implemented.

DETAILED DESCRIPTION

The following detailed description refers to the accompa-
nying drawings. The same reference numbers in different
drawings may identify the same or similar elements. Also, the
following detailed description does not limit the invention.

Traffic distribution on multiple paths of an MPLS-based
network is usually managed by having multiple paths equally
used. For example, hashing algorithms are widely used today
for both flow-based and packet-based traffic distribution
schemes. Depending on which routing technique or forward-
ing technique is implemented, the multiple equivalent paths
can be any identical layer 2 path or layer 3 path (e.g., Internet
Protocol (IP), MPLS, Private Virtual Circuit (PVC), Pseudo
wire (PW), etc.) between two nodes.

According to an exemplary embodiment, the MPLS-based
network uses label switching path information, traffic flow
information, and a threshold value to assign each traffic flow
to an appropriate label switching path.

According to another exemplary embodiment, an MPLS-
based network uses label switching path (LSP) information
and customer traffic flow information to assign each traffic
flow to an appropriate label switching path.

According to an exemplary implementation, the label
switching path information includes a maximum bandwidth
and a current available bandwidth of a label switching path.
According to an exemplary implementation, bandwidth uti-
lization information is obtained from a traffic statistics col-
lection system. A label switching path may be a logical label
switching path or a physical label switching path.
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According to an exemplary implementation, the customer
traffic flow information includes a traffic flow rate pertaining
to a traffic flow. The customer traffic flow information may
also include a traffic flow size and/or a traffic flow duration.
According to an exemplary implementation, the customer
traffic flow information is obtained based on the knowledge of
acustomer’s provisioned access speed, a detection of a traffic
flow rate, and/or traffic flow characteristic information
included in one or more packets that begin a traffic flow. The
traffic flow characteristic information may include a name
and/or a type of application used by a source device, a source
device identifier (e.g., a network address, an equipment iden-
tifier), a connection type, a protocol, and/or other types of
information to permit traffic flow information to be deter-
mined.

While implementations of exemplary embodiments
described in this description are described using a particular
protocol, communication standard, platform, etc., such
implementations of the embodiments are not intended to be
restrictive or provide an exhaustive treatment, as such. In
other words, the embodiments described herein may be
implemented using other suitable protocols, communication
standards, platforms, etc., which may not be specifically
described. For example, one or more embodiments described
herein may be practiced in a Provider Backbone Bridge Traf-
fic Engineering (PBB-TE)-based network, a Generalized
MPLS (GMPLS)-based network, or a Q-in-Q-based network.

FIG. 1 is a diagram illustrating an exemplary environment
in which an exemplary embodiment of an MPLS-based net-
work with traffic flow distribution may be implemented. As
illustrated, environment 100 includes a network 105 that
includes provider edge (PE) devices 110-1 through 110-4
(also referred to collectively as provider edge devices 110 and
individually as provider edge device 110) and provider (P)
devices 112-1 through 112-5 (also referred to collectively as
provider devices 112 and individually as provider device
112). Additionally, environment 100 includes customer net-
works 130-1 through 130-4 (also referred to collectively as
customer networks 130 and individually as customer network
130) and customer edge (CE) devices 135-1 through 135-4
(also referred to collectively as customer edge devices 135
and customer edge device 135).

The number of devices and the configuration in environ-
ment 100 are exemplary and provided for simplicity. Accord-
ing to other embodiments, environment 100 may include
additional devices, fewer devices, different devices, and/or
differently arranged devices, than those illustrated in FIG. 1.
Additionally, the number and the arrangement of connections
between devices are exemplary and provided for simplicity

According to other embodiments, a single device in FIG. 1
may be implemented as multiple devices and/or multiple
devices may be implemented as a single device. A device may
be implemented according to a centralized computing archi-
tecture, a distributed computing architecture, or a cloud com-
puting architecture. Additionally, a device may be imple-
mented according to one or multiple network architectures
(e.g., a client device, a server device, a peer device, or a
combination thereof).

Also, according to other embodiments, one or more func-
tions and/or processes described as being performed by a
particular device may be performed by a different device, or
some combination of devices. Environment 100 may be
implemented to include wired and/or wireless connections
among the devices illustrated.

Network 105 includes an MPLS network that provides, for
example, pseudo wire (PW) services, virtual private local
area network (VL AN) services, layer 2 MPLS virtual private
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network (VPN) services, and/or layer 3 MPLS VPN services.
As described further below, network 105 assigns each traffic
flow to an appropriate label switching path based on label
switching path utilization (e.g., available bandwidth of a label
switching path) and traffic flow information.

According to an exemplary implementation, network 105
includes label switching paths. For example, network 105
includes Label Distribution Protocol (LDP) label switching
paths that do not have traffic engineering capabilities.
According to another exemplary implementation, network
105 includes label switching paths that have traffic-engineer-
ing capabilities. For example, network 105 includes Resource
Reservation Protocol (RSVP) or RSVP-Traffic Extension
(RSVP-TE) label switching paths that support explicit paths
and bandwidth reservation. According to yet another exem-
plary implementation, network 105 includes stacked label
switching paths. For example, network 105 includes an LDP
LSP that is stacked over an RSVP LSP or an RSVP-TE LSP.
A session on a label switching path may be established among
provider edge device(s) 110 and/or provider device(s) 112
that support the LDP and the use of tunneling via RSVP
LSP(s) or RSVP-TE LSP(s).

Provider edge device 110 includes a network device that
receives and transmits a traffic flow. According to an exem-
plary embodiment, provider edge device 110 selects label
switching paths for traffic flows based on label switching path
utilization information and traffic flow information, as
described herein. According to an exemplary implementa-
tion, provider edge device 110 is a router that routes traffic
flows to and from customer network 130 via customer edge
device 135. According to another exemplary implementation,
provider edge device 110 is a router that routes traffic flows to
and from provider devices 110. According to an exemplary
implementation, provider edge device 110 performs labeling.

According to an exemplary embodiment, provider edge
device 110 determines traffic flow information pertaining to a
traffic flow. According to an exemplary embodiment, pro-
vider edge device 110 collects statistics associated with traffic
flows (e.g., at a per-port level, at a per circuit level, at a per
channel level, etc.). Provider edge device 110 calculates label
switching path information based on the collected statistics.
Provider edge device 110 is described further below.

Provider device 112 includes a network device that
receives and transmits a traffic flow. According to an exem-
plary implementation, provider device 112 is a core or a
backbone router in network 105. Customer network 130
includes a network associated with a customer site. Customer
edge device 135 includes a network device that receives and
transmits a traffic flow. According to an exemplary imple-
mentation, customer edge device 135 is a router that routes
traffic flows to and from network 105 via provider edge device
110. According to an exemplary implementation, customer
edge device 135 is a layer 2 and a layer 3 service-aware
device.

FIGS. 2A-2F illustrate an exemplary process pertaining to
traffic flow distribution. It may be assumed that network 105
includes bandwidth-aware label switching paths (e.g., RSVP-
LSPs and/or RSVP-TE LSPs). Referring to FIG. 2A, it may
be assumed that provider edge device 110-3 receives a traffic
flow from customer network 103-3 via customer edge device
135-3. The traffic flow is destined to customer network 130-2
via customer edge device 135-2. The service provider may
define a traffic flow relative to provider edge devices 110
based on data/information included in a packet. The term
“packet,” as used herein, is intended to be broadly interpreted
to include a data transmission or communication, the pack-
aging of which may correspond to, for example, a packet, a
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cell, a frame, a datagram, some other type of container or unit
of'data, and/or a fragment thereof. The packet may include or
be modified to include a label or other suitable field(s) to
comply with the communication standard associated with
network 105 (e.g., an MPLS network). For example, referring
to FIG. 3, a packet 305 may include a network label 310, a
virtual private network (VPN) label 315, a customer header
320, and a data field 325. According to other implementa-
tions, packet 305 may include additional, fewer, and/or dif-
ferent field(s) or section(s).

Network label 310 includes an MPLS label (e.g., some-
times referred to as an outer label). For example, network
label 310 may identify the segment(s) of a label switching
path between an ingress provider edge device 110 and an
egress provider edge device 110. Virtual private network label
315 includes a label to distinguish between VPN (e.g., some-
times referred to as an inner label). For example, virtual
private network label 315 may include forwarding informa-
tion (e.g., an egress provider edge device’s outgoing interface
for the packet, a virtual circuit identifier, a quality of service
value(s), etc.). Additionally, or alternatively, virtual private
network label 315 may include, for example, an identifier
(e.g., a string) that identifies a customer’s VPN. Customer
header 320 includes source and destination addresses (e.g., IP
addresses), and data field 325 includes data. According to an
exemplary implementation, provider edge device 110 may
define a traffic flow based on packets that have the same
network label 310, VPN label 315, customer header 320,
and/or a portion of data/information included therein.

According to an exemplary embodiment, as illustrated in
FIG. 2B, provider edge device 110-3 determines a traffic flow
rate associated with the traffic flow from customer network
130-3 via customer edge device 135-3. According to an exem-
plary implementation, provider edge device 110-3 deter-
mines the traffic flow rate based on knowledge of the custom-
er’s provisioned access. For example, the customer access to
provider edge device 110-3 may be a particular bit rate (e.g.,
5 Gigabits/second, 10 Gigabits/second, 1 Gigabit/second,
etc.).

According to another exemplary implementation, provider
edge device 110-3 determines the traffic flow rate associated
with the traffic flow based on a buffer system and/or a counter
system. For example, a buffer system (e.g., an inbound buffer
system) receives incoming packets from customer edge
device 135-3. The bufter system counts the bits/bytes over a
time period to calculate or identify a traffic flow rate.

According to another exemplary implementation, provider
edge device 110-3 determines the traffic flow rate based on
data included in one or more packets (e.g., beginning packets)
of'the traffic flow. For example, with reference to an Internet
Protocol (IP) version 4 packet, an options field may include
traffic flow characteristic information. Alternatively, with ref-
erence to an IP version 6 packet, an extension header field
may include traffic flow characteristic information. As previ-
ously described, the traffic flow characteristic information
may include the name and/or the type of application, the
protocol used, a source device identifier (e.g., a network
address, equipment identifier), a connection type, etc.
According to an exemplary implementation, provider edge
device 110-3 or another device stores a database or a data
structure that maps traffic flow characteristic informationto a
particular traffic flow rate. According to another exemplary
implementation, provider edge device 110-3 may derive the
traffic flow rate using other methods. For example, the con-
nection type may indicate a particular bandwidth that may be
used to determine a traffic flow rate.
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Referring to FIG. 2C, provider edge device 110-3 deter-
mines the current available bandwidth of candidate label
switching path(s) that provide a path to customer network 130
destination (e.g., customer network 130-2). According to an
exemplary implementation, provider edge device 110-3 has
knowledge of the maximum bandwidth for a label switching
path. For example, the maximum bandwidth corresponds to
the total bandwidth of a label switching path (e.g., without
traffic flows).

Provider edge device 110-3 calculates a current bandwidth
utilization of a candidate label switching path. For example,
provider edge device 110-3 collects statistical information
pertaining to the current traffic flow(s) using a candidate label
switching path. The statistical information includes or allows
provider edge device 110-3 to derive a current bandwidth
utilization. By way of example, provider edge device 110-3
samples for a time period (e.g., t0 to t1) the number of bits or
bytes transmitted via one or more interfaces. Provider edge
device 110-3 calculates a current available bandwidth based
on the maximum bandwidth and the current bandwidth utili-
zation for the candidate label switching path (e.g., by calcu-
lating a difference between these bandwidth values).

Referring to FIG. 2D, provider edge device 110-3 selects
one or multiple label switching paths based on the traffic flow
information (e.g., a traffic flow rate) and the current available
bandwidth associated with one or more candidate label
switching paths. According to an exemplary embodiment,
provider edge device 110-3 also uses one or multiple thresh-
old values to select one or more candidate label switching
paths to service the traffic flow, as described further below.

According to an exemplary implementation, a threshold
value includes a flow rate threshold value. The flow rate
threshold value may be calculated based on historical statis-
tical data pertaining to customer traffic flows. The historical
statistical data may represent customer traffic flow behavior
over a short time period (e.g., a day, an hour, etc.) or a long
time period (e.g., a week, a month, etc.). The flow rate thresh-
old value permits provider edge device 110-3 to select one or
more candidate label switching paths from a group of label
switching paths that are able to satisfy the bandwidth
demands associated with the traffic flow.

According to an exemplary implementation, the flow rate
threshold value is a static value. According to another exem-
plary implementation, the flow rate threshold value is a
dynamic value. For example, the flow rate threshold value
may change based on a time parameter and/or one or multiple
network state parameters (e.g., congestion, throughput, etc.).

As previously described, according to an exemplary
embodiment, provider edge device 110-3 uses a threshold
value to select one or more candidate label switching paths to
service the traffic flow. According to an exemplary implemen-
tation, provider edge device 110-3 compares a traffic flow rate
associated with the traffic flow to a flow rate threshold value.
Based on a result of the comparison, provider edge device
110-3 selects one or multiple candidate label switching paths.

Referring to FIG. 2E, by way of example, assume that the
traffic flow rate is 3 Gigabits/second and the flow rate thresh-
old value is 4 Gigabits/second. According to this exemplary
scenario, provider edge device 110-3 identifies two candidate
label switching paths. The two candidate label switching
paths are LDP label switching paths. The first candidate label
switching path is from provider edge device 110-3 to provider
device 112-2 to provider edge device 110-2. The second
candidate label switching path is from provider edge device
110-3 to provider device 112-4 to provider edge device 110-4
to provider device 112-3 to provider edge device 110-2. Pro-
vider edge device 110-3 calculated that the first candidate
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label switching path has 4 Gigabits/second available band-
width and the second candidate label switching path has 7
Gigabits/second available bandwidth. According to this sce-
nario, the first candidate label switching path or the second
candidate label switching path could be used to satisfy the 3
Gigabits/second traffic flow demand.

According to an exemplary implementation, based on the
comparison between the traffic flow rate (e.g., 3 Gigabits/
second) to the flow rate threshold value (e.g., 4 Gigabits/
second), provider edge device 110-3 selects the first candi-
date label switching path. For example, since the traffic flow
rate is below the flow rate threshold value, provider edge
device 110-3 selects a candidate label switching path that has
the least-free available bandwidth (e.g., the first candidate
label switching path). According to such an implementation,
if the traffic flow rate is above the flow rate threshold value,
provider edge device 110-3 selects the candidate label switch-
ing path that has the most-free available bandwidth (e.g., the
second candidate label switching path).

Continuing this scenario and referring to FI1G. 2F, provider
edge device 110-3 transmits the traffic flow to customer net-
work 130-2 using the first candidate label switching path.
Subsequently, provider edge device 110-3 receives another
traffic flow having a traffic flow rate of 6.5 Gigabits. Assume
the second candidate label switching path is still available and
offers a 7 Gigabits/second bandwidth. Provider edge device
110-3 selects the second candidate label switching path for
servicing the customer demand.

According to this scenario, the flow rate threshold value
served as a basis for preserving the second candidate label
switching path for higher bandwidth traffic demands. In some
circumstances, such an approach prevents a customer having
atraffic flow with low bandwidth demand being serviced by a
label switching path having a relatively higher available
bandwidth. Stated conversely, such an approach prevents a
customer having a traffic flow with high bandwidth demand
being serviced by a label switching path having a relatively
lower available bandwidth and/or using multiple label
switching paths, which may negatively impact network per-
formance (e.g., network resource usage using multiple label
switching paths, etc.).

The flow rate threshold value may be calculated based on
historical data pertaining to traffic flows. For example, the
flow rate threshold value may be calculated based on a polling
of real-time traffic flow volume over the LSP(s) and the total
configured bandwidth for those LSP(s). Additionally, or alter-
natively, the flow rate threshold value may be calculated
based on the traffic flow to be routed. For example, the traffic
flow may include traffic flow information, such as traffic flow
size, in which the size of a file (e.g., 3 Gigabits) is indicated in
a packet associated with the traffic flow. Additionally, pro-
vider edge device 110 may calculate other traffic flow infor-
mation (e.g., traffic flow rate, traffic flow duration) for use in
calculating the flow rate threshold value. The flow rate thresh-
old value may be expressed in terms of, for example, bits/time
period (e.g., second, minute, etc.) or as a percentage of the
total configured bandwidth. As previously described, the flow
rate threshold value may be a static value or a dynamic value.

FIG. 4A is adiagram illustrating exemplary components of
a network device 400 that may correspond to one or more of
the devices in environment 100. As illustrated, network
device 400 includes a system controller 410, a switch fabric
420, and line interfaces 430-1 through 430-X, in which X>1
(also referred to collectively as line interfaces 430 or indi-
vidually as line interface 430). According to other embodi-
ments, device 400 may include fewer components, additional
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components, different components, and/or a different
arrangement of components than those illustrated in FIG. 4
and described herein.

System controller 410 includes one or multiple processors,
microprocessors, application specific integrated circuits
(ASICs), field programming gate arrays (FPGAs), and/or
processing logic that may be optimized for networking and
communications. System controller 410 may also include one
or more static memories (e.g. read only memory (ROM)(s)),
one or more dynamic memories (e.g. random access memory
(RAM)(s)), one or more onboard cache(s), and/or flash
memory(s) for storing data and/or machine-readable instruc-
tions.

System controller 410 may perform high level manage-
ment functions for network device 400. For example, system
controller 410 may communicate with other networks,
devices, and/or systems connected to network device 400 to
exchange information regarding network topology. System
controller 410 may include a routing engine.

Switch fabric 420 include one or multiple switching planes
to facilitate communication among line interfaces 430 and/or
system controller 410. According to an exemplary implemen-
tation, a switching plane includes a single-stage switch or a
multi-stage switch of crossbar elements. Switch fabric 420
may also, or alternatively, include one or more processors,
one or more memories, and/or one or more paths that permit
communication among system controller 410 and line inter-
faces 430.

Line interfaces 430 include devices or components, such
as, for example, line cards, for receiving incoming packets
from network links (or from other line interfaces 430) and for
transmitting packets to network links (or to other line inter-
faces 430). Line interfaces 430 manage a set of input ports via
which packets may be received and a set of output ports via
which packets may be transmitted. Line interfaces 430 may
include one or more processors, one or more memories, and/
or other forms of logic and/or hardware.

According to an exemplary embodiment, network device
400 performs traffic flow distribution processes pertaining to
routing and/or switching of traffic flows, as described herein.
According to an exemplary implementation, network device
400 performs one or more operations of a process in response
to system controller 410 and/or line interface(s) 430 execut-
ing instructions (e.g., software, microinstructions, etc.).
Alternatively, according to another exemplary implementa-
tion, network device 400 performs one or more operations of
a process based on hardware processing.

FIG. 4B is a diagram illustrating exemplary functional
components of line interface 430 depicted in FIG. 4A. The
functional components illustrated in FIG. 4B may be imple-
mented by hardware (e.g., one or more processors or other
processing logic) or a combination of hardware and software.
As illustrated, line interface 430 may include a dispatcher
440, a packet processing engine (PPE) 450, a re-orderer 460,
and a data memory 470.

Dispatcher 440 may serve packets to packet processing
engine 450. Dispatcher 440 may store the packets in a
memory associated with packet processing engine 450. Dis-
patcher 440 may receive an indication (e.g., a signal) from
re-orderer 460 that packets have been processed by packet
processing engine 450. Dispatcher 440 may re-utilize
resources for other incoming packets based on this indication.

Packet processing engine 450 may provide for input pro-
cessing, route lookup, and output processing of packets.
Packet processing engine 450 may use data memory 470 to
perform routing lookups, classification of packets (e.g., for
security purposes), policy-based routing, quality of service
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(QoS) routing, filtering of packets, and other forms of packet
processing (e.g., packet statistical processing, accounting,
and/or encapsulation). Packet processing engine 450 may
perform one or more packet processing operations (e.g.,
packet parsing, route lookup, packet rewriting, and/or firewall
determinations, etc.) based on microinstructions. The micro-
instructions may be generated by compiling source code for
an application or part of an operating system (OS), such as,
for example, Juniper Operating System (JUNOS), Cisco
Internet Operating System (IOS), etc. Packet processing
engine 450 may execute the microinstructions in one or more
processes or threads.

Re-orderer 460 may retrieve packets from a memory asso-
ciated with packet processing engine 450 when packet pro-
cessing engine processes are completed. Re-orderer 460 may
manage the order of the packets when the packets are associ-
ated with a same traffic flow. Re-orderer 460 may pass the
packets for output by network device 400.

Data memory 470 may store various types of data related to
packet processing. For example, data memory 470 may store
a forwarding information base (FIB), routing policies, queue-
ing, etc.

Although FIG. 4B illustrates exemplary functional com-
ponents of an exemplary line interface 430, according to other
implementations, line interface 430 may include fewer func-
tional components, additional functional components, and/or
different functional components than those depicted in FIG.
4B and described herein. Additionally, or alternatively, one or
more functional components of line interface 430 may per-
form one or more other tasks described as being performed by
one or more other functional components of line interface
430. Additionally, dispatcher 440, packet processing engine
450, re-orderer 460, and/or data memory 470 may be imple-
mented in a component other than line interface 430.

FIG. 5 is a flow diagram illustrating an exemplary process
500 pertaining to an exemplary embodiment of traffic flow
distribution. According to an exemplary embodiment, pro-
vider edge device 110 performs process 500. For example,
system controller 410 and/or line interface 430 execute(s) one
or more of the steps described. Additionally, according to an
exemplary embodiment, provider edge device 110 performs
process 500 in relation to non-bandwidth-aware label switch-
ing paths (e.g., LDP label switching paths).

Process 500 begins with receiving a traffic flow (block
505). For example, provider edge device 110 receives a traffic
flow from customer edge device 135. As previously
described, provider edge device 110 may define a traffic flow
based on data/information included in one or more packets.
Provider edge device 110 may identify any incoming packet
(s) received as starting, belonging to, etc., a traffic flow.

In block 510, a traffic flow rate of the traffic flow is deter-
mined. For example, as previously described, provider edge
device 110 may determine the traffic flow rate based on the
customer’s provisioned access, a buffer system and/or a
counter system, or traffic flow characteristic information
included in one or multiple beginning packets of the traffic
flow.

In block 515, it is determined whether the traffic flow rate
is greater than or equal to a flow rate threshold value. For
example, provider edge device 110 compares the traffic flow
rate of the traffic flow to the flow rate threshold value. As
previously described, the flow rate threshold value may be a
static value or a dynamic value. Also, the flow rate threshold
value is calculated based on historical statistical data pertain-
ing to customer traffic flows.

Ifitis determined that the traffic flow rate is below the flow
rate threshold (block 515—NO), it is determined whether
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there is/are any candidate least-free bandwidth label switch-
ing path(s) available (block 520). For example, as previously
described, provider edge device 110 identifies candidate label
switching paths and calculates a current available bandwidth
based on each candidate label switching path’s maximum
bandwidth and current bandwidth utilization.

According to an exemplary implementation, a candidate
label switching path is deemed a least-free bandwidth label
switching path if the current available label bandwidth value
is less than the flow rate threshold value. As an example,
referring to FIG. 6, assume that the traffic flow rate is 4
Gigabits and the flow rate threshold value is 5 Gigabits.
According to such circumstances, the traffic flow rate is
below the flow rate threshold value. Also assume that pro-
vider edge device 110 has label switching paths 605-1
through 605-6 as candidate label switching paths in which
label switching path 605-1 has an available bandwidth of 1
Gigabits, label switching path 605-2 has an available band-
width of 2.5 Gigabits, label switching path 605-3 has an
available bandwidth of 5 Gigabits, label switching path 605-4
has an available bandwidth of 7.5 Gigabits, label switching
path has an available bandwidth of 7 Gigabits, and label
switching path candidate label switching path 605-6 has an
available bandwidth of 3 Gigabits. According to such an
exemplary implementation, provider edge device 110 deter-
mines that label switching path 605-1, label switching path
605-2, and label switching path 605-6 are least-free band-
width label switching paths.

According to another implementation, a label switching
path is deemed a least-free bandwidth label switching path
according to other criterion. For example, a comparison
between available bandwidths among label switching paths
may serve as a basis for determining whether a label switch-
ing path is a least-free bandwidth label switching path, with-
out regard to the flow rate threshold value.

Referring back to FIG. 5, if it is determined that there is/are
candidate least-free bandwidth label switching path(s) avail-
able (block 520—YES), then one or multiple candidate least-
free bandwidth label switching path(s) is/are used to service
the traffic flow (block 525). For example, if there is/are can-
didate least-free bandwidth label switching path(s) available,
then provider edge device 110 uses the label switching path(s)
to service the traffic flow.

Ifitis determined that there are no or insufficient candidate
least-free bandwidth label switching path(s) available (block
525—NO), then process 500 continues to block 530. For
example, if there is no candidate label switching path, pro-
vider edge device 110 may use most-free bandwidth label
switching path(s). Alternatively, if there is at least one candi-
date label switching path, but the current available bandwidth
is insufficient to service the traffic flow demand, provider
edge device 110 may also use a most-free bandwidth label
switching path(s).

Referring back to block 515, if it is determined that the
traffic flow rate is equal to or above the flow rate threshold
(block 515—YES), it is determined whether there is/are any
candidate most-free bandwidth label switching path(s) avail-
able (block 530). For example, as previously described, pro-
vider edge device 110 identifies candidate label switching
paths and calculates a current available bandwidth based on
each candidate label switching path’s maximum bandwidth
and current bandwidth utilization.

According to an exemplary implementation, a candidate
label switching path is deemed a most-free bandwidth label
switching path if the current available bandwidth value is
equal to or greater than the flow rate threshold value. As an
example, assume that the traffic flow rate is 6 Gigabits and the
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flow rate threshold is 5.8 Gigabits. According to such circum-
stances, the traffic flow rate is above the flow rate threshold
value. Referring back to FIG. 6 and according to an exem-
plary implementation, provider edge device 110 determines
that label switching path 605-4 and label switching path
605-5 are most-free bandwidth label switching paths.

According to another implementation, a label switching
path is deemed a most-free bandwidth label switching path
according to other criterion. For example, a comparison
between available bandwidths among label switching paths
may serve as a basis for determining whether the label switch-
ing path is a most-free bandwidth label switching path, with-
out regard to the flow rate threshold value.

Referring back to FIG. 5, if it is determined that there is/are
candidate most-free bandwidth label switching path(s) avail-
able (block 530—YES), then one or multiple candidate least-
free bandwidth label switching path(s) is/are used to service
the traffic flow (block 535). For example, if there is/are can-
didate least-free bandwidth label switching path(s) available,
then provider edge device 110 uses the label switching path(s)
to service the traffic flow.

Ifit is determined that there is/are no or insufficient candi-
date least-free bandwidth label switching path(s) available
(block 530—NO), then process 500 continues to block 520.
For example, if there is no candidate label switching path,
provider edge device 110 may use least-free bandwidth label
switching path(s). Alternatively, if there is at least one candi-
date label switching path, but the current available bandwidth
is insufficient to service the traffic flow demand, provider
edge device 110 may also use least-free bandwidth label
switching path(s). This may occur, for example, when the
available bandwidth is very close to the demand and a traffic
flow policy does not permit maximum utilization of a label
switching path.

Although FIG. 5 illustrates an exemplary process 500 for
providing traffic flow distribution, according to other embodi-
ments, process 500 may include additional operations, fewer
operations, and/or different operations than those illustrated
in FIG. 5 and described herein. By way of example, according
to other embodiments, process 500 may not include block
515. For example, provider edge device 110 may select label
switching path(s) to service a customer traffic flow based on
traffic flow information (e.g., a traffic flow rate) and current
available bandwidth associated with the candidate label
switching path(s). Additionally, or alternatively, provider
edge device 110 may select label switching path(s) based on
network state information, service level agreement informa-
tion, and other well-known or conventional criteria.

FIG. 7 is a diagram illustrating another exemplary environ-
ment 700 in which an exemplary embodiment of an MPLS-
based network with traffic flow distribution may be imple-
mented. As illustrated, environment 700 includes a network
705 that includes provider devices 112-1 through 112-9.
Environment 700 also includes edge groups 710-1 through
710-4 (also referred to collectively as edge groups 710 and
individually as edge group 710) in which each edge group 710
includes provider edge devices 110-1 through 110-X; in
which X>1. According to an exemplary implementation,
edge groups 710 use LDP LSPs to forward traffic flows to
network 705, and provider devices 112 use RSVP LSPs or
RSVP-TE LSPs to forward LDP LSP traffic flows.

According to an exemplary embodiment, provider device
112 performs traffic flow distribution according to one or
more embodiments described herein. For example, a traffic
flow is received from provider edge device 110 (e.g., via an
LDP LSP). Provider device 112 identifies a traffic flow and
determines traffic flow information. Provider device 112 may
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use a threshold value for comparison and identifies one or
multiple candidate LSP(s). Provider device 112 calculates
current available bandwidth and selects one or multiple can-
didate LSP(s) to service the traffic flow based on the traffic
flow information and the current available bandwidth.

The foregoing description of embodiments provides illus-
tration, but is not intended to be exhaustive or to limit the
embodiments to the precise form disclosed. Accordingly,
modifications to the embodiments described herein may be
possible. For example, as previously described, one or more
embodiments described herein may be practiced in a PBB-
TE-based network, a GMPLS-based network, or a Q-in-Q-
based network.

The terms “a,” “an,” and “the” are intended to be inter-
preted to include one or more items. Further, the phrase
“based on” is intended to be interpreted as “based, at least in
part, on,” unless explicitly stated otherwise. The term “and/
or” is intended to be interpreted to include any and all com-
binations of one or more of the associated items.

In addition, while a series of blocks is described with
regard to the process illustrated in FIG. 5, the order of the
blocks may be modified according to other embodiments.
Further, non-dependent blocks may be performed in parallel.
Additionally, other processes described in this description
may be modified and/or non-dependent operations may be
performed in parallel.

The embodiments described herein may be implemented in
many different forms of software, firmware, and/or hardware.
For example, a process or a function may be implemented as
“logic” or as a “component.” This logic or this component
may include hardware, a combination of hardware and soft-
ware, a combination of hardware and firmware, or a combi-
nation of hardware, firmware, and software. The embodi-
ments have been described without reference to the specific
software code since software can be designed to implement
the embodiments based on the description herein.

In the preceding specification, various embodiments have
been described with reference to the accompanying drawings.
It will, however, be evident that various modifications and
changes may be made thereto, and additional embodiments
may be implemented, without departing from the broader
scope of the invention as set forth in the claims that follow.
The specification and drawings are accordingly to be
regarded as illustrative rather than restrictive.

In the specification and illustrated by the drawings, refer-
ence is made to “an exemplary embodiment,” “an embodi-
ment,” “embodiments,” etc., which may include a particular
feature, structure or characteristic in connection with an
embodiment(s). However, the use of the phrase or term “an
embodiment,” “embodiments,” etc., in various places in the
specification does not necessarily refer to all embodiments
described, nor does it necessarily refer to the same embodi-
ment, nor are separate or alternative embodiments necessarily
mutually exclusive of other embodiment(s). The same applies
to the term “implementation,” “implementations,” etc.

No element, act, or instruction described in the present
application should be construed as critical or essential to the
embodiments described herein unless explicitly described as
such.

What is claimed is:

1. A method comprising:

receiving, by a network device, packets;

determining, by the network device, a traffic flow rate value
pertaining to the packets;

selecting, by the network device, one or more candidate
paths;
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calculating, by the network device, a current available
bandwidth for each of the one or more candidate paths;

calculating, by the network device, a flow rate threshold
value based on historical statistical data pertaining to
traffic flows of the one or more candidate paths;

comparing, by the network device, the traffic flow rate
value to the flow rate threshold value, wherein the com-
paring comprises determining whether the traffic flow
rate value is greater than or equal to the flow rate thresh-
old value;

selecting, by the network device, one or more of the one or

more candidate paths based on the comparing and the
current available bandwidth, wherein at least one of the
one or more of the one or more candidate paths has a
current available bandwidth below the flow rate thresh-
old value, based on a result of the comparing that the
traffic flow rate value is less than the flow rate threshold
value; and

transmitting, by the network device, the packets to a des-

tination via the one or more of the one or more candidate
paths.

2. The method of claim 1, further comprising:

storing maximum bandwidth values for paths including the

one or more candidate paths;

calculating a current bandwidth utilization for each of the

one or more candidate paths; and

calculating the current available bandwidth for each of the

one or more candidate paths based on a maximum band-
width value and a current bandwidth utilization.

3. The method of claim 1, wherein the flow rate threshold
value is a dynamic value.

4. The method of claim 1, further comprising:

collecting statistical information pertaining to the traffic

flows.

5. The method of claim 1, wherein the

one or more candidate paths are one or more label switch-

ing paths.

6. The method of claim 1, wherein at least one of the one or
more of the one or more candidate paths has a current avail-
able bandwidth equal to or above the flow rate threshold
value, based on a result of the comparing that the traffic flow
rate value is equal to or greater than the flow rate threshold
value.

7. The method of claim 1, further comprising:

inspecting at least one of a label or a header included in one

or more of the packets; and

identifying a traffic flow based on the inspecting.

8. A device comprising:

a communication interface;

a memory; and

logic configured to:

receive, via the communication interface, packets

determine a traffic flow rate value pertaining to the pack-
ets;

select one or more candidate paths;

calculate a current available bandwidth for each of the
one or more candidate paths;

calculate a flow rate threshold value based on historical
statistical data pertaining to traffic flows of the one or
more candidate paths;

compare the traffic flow rate value to the flow rate thresh-
old value;

determine whether the traffic flow rate value is greater
than or equal to the flow rate threshold value based on
a result of a comparison;

select one or more of the one or more candidate paths
based on the current available bandwidth and result of
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the comparison between the traffic flow rate and the
flow rate threshold value, wherein at least one of the
one or more of the one or more candidate paths has a
current available bandwidth below the flow rate
threshold value, based on the result of the comparison
that the traffic flow rate value is less than the flow rate
threshold value; and

transmit, via the communication interface, the packets to
a destination via the one or more of the one or more
candidate paths.

9. The device of claim 8, wherein the logic is further
configured to:

store maximum bandwidth values for paths including the

one or more candidate paths;

calculate a current bandwidth utilization for each of the one

or more candidate paths; and

calculate the current available bandwidth for each of the

one or more candidate paths based on a maximum band-
width value and a current bandwidth utilization.

10. The device of claim 8, wherein the logic is further
configured to:

collect statistical information pertaining to the traffic

flows.

11. The device of claim 8,

wherein the one or more candidate paths are one or more

label switching paths.

12. The device of claim 8, wherein at least one of the one or
more of the one or more candidate paths has a current avail-
able bandwidth equal to or above the flow rate threshold
value, if a result of the comparing is that the traffic flow rate
value is equal to or greater than the flow rate threshold value.

13. The device of claim 8, wherein the flow rate threshold
value is a dynamic value based on at least one of time or
network state.

14. The device of claim 8, wherein the logic is further
configured to:

identify a traffic flow pertaining to the packets.

15. The device of claim 8, wherein the device is a provider
edge router.

16. A non-transitory storage medium storing instructions
executable by a computational device to:

determine a traffic flow rate value pertaining to packets

received by the computational device;

select one or more candidate label switching paths to for-

ward the packets;

calculate a current available bandwidth for each of the one

or more candidate label switching paths;

calculate a flow rate threshold value based on historical

statistical data pertaining to traffic flows of the one or
more candidate paths;
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compare the traffic flow rate value to the flow rate threshold

value;

determine whether the traffic flow rate value is greater than

or equal to the flow rate threshold value based on a result
of a comparison; and

select one or more of the one or more candidate label

switching paths to transmit the packets based on the
current available bandwidth and the result of the com-
parison between the traffic flow rate and the flow rate
threshold value, wherein at least one of the one or more
of the one or more candidate paths has a current available
bandwidth below the flow rate threshold value, based on
the result of the comparison that the traffic flow rate
value is less than the flow rate threshold value.

17. A method comprising:

receiving, by a network device, packets;

determining, by the network device, a traffic flow rate value

pertaining to the packets;
calculating a flow rate threshold value based on historical
statistical data pertaining to traffic flows, wherein the
flow rate threshold value is dynamic based on at least one
of a time parameter or a network state parameter;

selecting, by the network device, one or more candidate
paths;
calculating, by the network device, a current available
bandwidth for each of the one or more candidate paths;

selecting, by the network device, one or more of the one or
more candidate paths based on the traffic flow rate value
and the current available bandwidth; and

transmitting, by the network device, the packets to a des-

tination via the one or more of the one or more candidate
paths.

18. The method of claim 17, further comprising:

comparing, by the network device, the traffic flow rate

value to the flow rate threshold value.

19. The method of claim 18, wherein the selecting of the
one or more of the one or more candidate paths is further
based on a result of the comparing between the traffic flow
rate value and the flow rate threshold value.

20. The method of claim 17, further comprising:

storing maximum bandwidth values for paths including the

one or more candidate paths;

calculating a current bandwidth utilization for each of the

one or more candidate paths; and

calculating the current available bandwidth for each of the

one or more candidate paths based on a maximum band-
width value and a current bandwidth utilization.
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